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In retrospect, some of the legislation may have been passed far too hastily in the aftermath of 9/11.  And at such a time, it is difficult to not at least wonder just how much was for “feel good” purposes to placate incensed citizens.  


The review and investigation of the Bush Administration by the Center for Public Integrity (the Center) and the resulting “Broken Government” report can only be described as disheartening by this writer.  Such a broad and devastating impact on the American way of life should not be within the power of a President just because that person is the President, or any other one human being for that matter.  The Bush Administration demonstrates a phenomenal break-down of the checks and balances critical to our democracy.   

Because of the unique situation (Cheney as the shadow President), Cheney is equally responsible for what was inflicted on this country, maybe even more so.  Halliburton (Cheney’s “company/former employer”) has been by far the greatest benefactor of the wars in Iraq, Afghanistan and on terror.  Words to describe the moral hypocrisy of Bush/Cheney escape this writer.  

First Responders Still Can’t Communicate:  By the date of the “Broken Government” report’s first publication (December 2008), seven years and billions of dollars had gone into a federal “interoperability” program – Project SAFECOM, meant to be interoperability across all levels of government.  Such an “interoperability” system would mean first responders could communicate with “whomever they need to, when they need to and when they are authorized to do so.”  
Further clarification includes even more basic, common sense ideas – “choosing radio technology that can operate on complementary frequencies, for instance, and teaching police officers that to firefighters ‘Fire!’ means something is burning, not “shoot your weapon.’”  

The Government Accountability Office (GAO) found that in 2007, “some state and local emergency responders still did not know the program existed,” and those who did were not using some of the program’s tools.  

The 9/11 Commission’s recommendation that more of the radio spectrum be dedicated to public safety went no where.  The Federal Communications Commission (the FCC) was given the responsibility of finding a private owner to operate a “nationwide wireless network for first responders,” but the price by the FCC ($1.3 billion) resulted in no takers.  The question is why did the FCC set the price?    

The Center provided two examples of the need for a nationwide “interoperability” program:  1) During the 9/11 terrorist attacks, “firefighters and police found they could not communicate their efforts to coordinate rescue activities; and 2) a full four years later, first responders in Florida spent half a day after Hurricane Katrina before they could contact officials to arrange to lend resources to hard-hit areas in Louisiana and Mississippi.  

As follow-up a National Emergency Communications Plan was produced by the Department of Homeland Security (DHS), and as of April, 2008, according to the Department’s website, “DHS had approved statewide operability plans for all 50 states and six territories.”  
FBI Abuses Power to Request Personal Information:  Passage of the USA Patriot Act in 2001 gave the Federal Bureau of Investigation greatly expanded opportunity for inappropriate use of new authority to issue “national security letters,” which were “compulsory requests for companies to supply consumer and financial information.”  


Prior to 9/11, such letters were pretty much used for gathering information about agents of foreign powers, but the Patriot Act provided the authority for expanded use in investigations of international terrorism.  The Center provided these statistics:  From 2000 to 2006, the number of letters issued by the FBI grew from 8,500 to more than 30,000, with the most disturbing fact being that “by 2006, more than half related to investigations of Americans.”  Recipients were forbidden from disclosing the FBI requests on Americans for information about telephone calls, e-mails, financial transactions, even library cards.  The gag order was struck down as a result of a lawsuit in 2004 as violation of First Amendment rights.  Just one of those unintended consequences I suppose.  


Investigations by the Department of Justice Office of Inspector General uncovered even more disturbing information – The FBI could not justify use of the letters in many cases and that the FBI often received information it was not authorized to obtain, yet cataloged and examined it along with the rest of the data provided.”  Other intelligence-gathering agencies abusing the use of the compulsory letters:  the Department of Defense and the Central Intelligence Agency.  


As follow-up, the reauthorized Patriot Act of 2006 “overhauled the provisions governing national security letters to address privacy concerns,” with the problem of informal requests that agents have made without issuing national security letters to be addressed in a forthcoming report.  

Inability to Track Foreign Visitors to U.S.:  That non-immigrant travelers to the U.S. enter the country but don’t leave when their travel visas expire is not big news to most Americans, but the number, a staggering 3.6 million plus, probably is.  That number represents roughly 10 percent of the more than 30 million “non-immigrant” travels entering America yearly.

An entry-exit system, US-VISIT, was part of a post 9/11 homeland security measure, but despite more than $250 million spent, the “entry” half of the program works and the “exit” half does not.  The Government Accountability Office found that the Department of Homeland Security could not say “what program capabilities will be delivered when.”  


The irony of the program:  Originally, the entry program collected two finger prints from visa applicants.  Seems collecting all 10 fingerprints to be used in the “exit” program proved to be difficult and just not possible.  The “exit” seemed to require “mirroring the processes used for entry,” but that meant new staffing and infrastructure requirements, according to the GAO.  The consequences of such are “DHS still have no effective way of identifying those who illegally stay behind.”  


The reader’s comments or questions are always welcome.  E-mail me at doris@dorisbeaver.com.
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